
 

⮚ Title Of Event/ Programme (Seminar/ Webinar/ Workshop/ Extension Lecture/ 
Extension Activity/ Any Other Activity): Webinar on CISSP – Certificate 
Information System Security Professional 
 

 Theme of The Event/ Programme: The theme of an event focused on     "CISSP " 
typically revolves around establishing a strong foundational understanding of 
beginners and those looking to solidify their core programming skills. 

⮚ Academic Session: 2024 - 2025 
 

⮚ Date: 01-03-2025 
 

⮚ Venue: Webinar (Online Mode) 
 

 Objective/ Purpose: The overarching objective is to equip professionals with the 
knowledge and skills to effectively manage and mitigate information security risks 
within organizations. It covers eight domains, including Security and Risk 
Management, Asset Security, Security Architecture and Engineering, Communication 
and Network Security, Identity and Access Management, Security Assessment and 
Testing, Security Operations, and Software Development Security.  

⮚ Speaker/S / Resource Person/S: Christopher Nelson – ISC2 Global Trainer 
 

⮚ Target Audience/ Participants: Students of Department of Software Development, 
B.Voc Studies. 

⮚ Attendance Sheet: Yes 

 



 
 Brief Report About the Event/ Programme: The purpose of "CISSP " successfully 

introduced participants to key concepts and its applications in real world science. The 
CISSP (Certified Information Systems Security Professional) certification exam has 
recently undergone updates, including changes to domain weights and the 
introduction of Computerized Adaptive Testing (CAT). The exam now uses a CAT 
format, which adapts to the candidate's knowledge level, potentially reducing the 
number of questions and testing time. Domain weights have been adjusted slightly, 
with Domain 1 (Security and Risk Management) increasing to 16% and Domain 8 
(Software Development Security) decreasing to 10%. 
 

⮚ Expected Outcome: The primary expected outcomes of earning a CISSP (Certified 
Information Systems Security Professional) certification are enhanced career 
opportunities, increased earning potential, and professional development. CISSP is 
globally recognized, demonstrating expertise and potentially leading to higher-level 
positions in cyber security, according to multiple sources. 
 

⮚ Program Screen Shot: Attached Below 

           

⮚ Poster of the Program: Attached Below 

 

 


